Session 1 Task 2 (Week of September 11th)

During the first session activities, the panel will be analyzing topics associated with information security to determine their relationship to the topic area(s) assigned to the working group. In the first week, the analysis will include reviewing topics identified by other standards organizations, such as those currently being evaluated by an ACM task force, and adding other concepts that these standards may have missed. During the second week, panel members will be asked to pair concepts that are most closely related to each other. The paired associate ratings will be used to construct a concepts map. The map will identify threshold concepts that are central to understanding information security fundamentals.

TASK 2

Map CSEC 2017 knowledge units to NIST Framework Identify Domains

To access the panel activities, please type in the email address you used to register for the panel. If you have questions regarding which email address was used or need technical assistance, please send a request to: dhtobey@vivoworks.com.

ACTIVITY INSTRUCTIONS
For this activity, you may wish to review the Cybersecurity Curricula 2017 report prior to submitting your votes.
1. A single CSEC 2017 Knowledge Unit will be displayed on the index card on the left side of the screen. Select one or more NIST Framework domains listed on the right side of the screen which you believe would relate to this knowledge unit.

2. After you have reviewed your selection(s) and are satisfied that it represents an accurate mapping, please click submit. A new knowledge unit will display on the index card on the left side of the screen.

Repeat steps 1 and 2 until all 40 knowledge units have been selected and submitted.